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 This normative legal research to analyze the form of legal 
responsibility incumbent upon a Notary for negligence resulting 
in the breach of electronic deed data within the cyber system. Legal 
protection for the aggrieved parties is established by the Law on 
Notary Position (UUJN) and the Law on Personal Data Protection 
(UU PDP). The Notary is professionally obligated to maintain the 
confidentiality of the deed. A breach of this duty may incur 
administrative sanctions and civil sanctions in the form of 
compensation liability, as stipulated in Article 16 paragraphs (11) 
and (12) of the UUJN. As a Data Controller (Pengendali Data 
Pribadi), the Notary bears full responsibility for any failure in 
Personal Data Protection (PDP) (Article 47 UU PDP). Upon such 
a failure, the Notary must provide written notification to the Data 
Subject and the Institution within a maximum of 3×24 hours, 
detailing the disclosed data, the time of disclosure, and the remedial 
measures undertaken (Article 46 UU PDP). The Form of Legal 
Responsibility encompasses both civil and criminal liabilities. The 
Notary, as the electronic system operator, is generally required to 
be accountable for data breaches arising from negligence. Under 
the UU PDP, the Notary must secure Personal Data by 
implementing effective technical and operational measures (Article 
35 UU PDP). Furthermore, the UU PDP prescribes stringent 
criminal sanctions: any individual who intentionally and 
unlawfully obtains, discloses, or uses unauthorized Personal Data 
faces a penalty of imprisonment for up to 5 years and/or a 

maximum fine of Rp5 Billion. 
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 Penelitian hukum normatif ini bertujuan menganalisis bentuk 
tanggung jawab hukum Notaris terhadap kelalaian kebocoran data 
akta elektronik dalam sistem siber. Perlindungan Hukum bagi 
pihak yang dirugikan bersumber dari Undang-Undang Jabatan 
Notaris (UUJN) dan Undang-Undang Perlindungan Data 
Pribadi (UU PDP). Notaris wajib merahasiakan akta. Pelanggaran 
kerahasiaan dapat memicu sanksi administratif (peringatan, 
pemberhentian) sesuai Pasal 16 ayat (11) UUJN, dan sanksi 
perdata berupa ganti rugi (Pasal 16 ayat (12) UUJN). Sebagai 
Pengendali Data Pribadi, Notaris wajib memikul tanggung jawab 
penuh atas kegagalan Perlindungan Data Pribadi (PDP) (Pasal 47 
UU PDP). Jika terjadi kegagalan, Notaris harus memberi 
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pemberitahuan tertulis kepada Subjek Data Pribadi dan Lembaga 
paling lambat 3×24 jam, yang memuat detail data yang terungkap 
dan upaya pemulihan (Pasal 46 UU PDP). Bentuk Tanggung 
Jawab Hukum Notaris mencakup aspek perdata dan pidana. 
Notaris sebagai penyelenggara sistem elektronik wajib 
bertanggung jawab atas kelalaiannya terhadap kebocoran data. 
Dalam kerangka UU PDP, Notaris bertanggung jawab 
mengamankan Data Pribadi melalui langkah-langkah teknis dan 
operasional yang efektif (Pasal 35 UU PDP). Notaris juga wajib 
mengumumkan kegagalan proteksi data kepada publik (Pasal 46 
UU PDP). Selain itu, UU PDP mengatur sanksi pidana tegas: 
setiap orang yang dengan sengaja memperoleh, mengungkapkan, 
atau menggunakan data pribadi bukan miliknya secara melawan 
hukum, diancam pidana penjara paling lama 5 tahun dan/atau 
denda hingga Rp5 Miliar. 

  . 
 
 
1. Pendahuluan 

Pemanfaatan teknologi oleh seorang notaris dalam melakukan pekerjaannya seperti e-
notary, ada pula yang memilih istilah cyber notary, di Indonesia sendiri konsep yang 
seringkali dikemukakan menggunakan istilah cyber notary. 1  Di era yang secanggih 
sekarang, layanan cyber notary diharapkan dapat memberikan kemudahan bagi notaris 
dalam menjalankan setiap tugas-tuganya.2  

Kemajuan perkembangan teknologi mengharuskan masyarakat untuk dapat dengan 
cepat beradaptasi dengan hal baru. Untuk menyesuaikan perkembangan yang semakin 
pesat itu, hukum positif juga harus bisa mengimbangi perkembangan yang terjadi saat 
ini. Namun, di balik kemajuan tersebut, muncul tantangan baru berupa ancaman 
kejahatan siber (cybercrime). Kejahatan siber (cybercrime) terjadi di berbagai bidang 
termasuk bidang kenotariatan. Selama ini pelayanan notaris pada masyarakat masih 
bersifat konvensional, akan tetapi seiring dengan perkembangan teknologi informasi 
yang memaksa setiap lini kehidupan bertransformasi dari cara kerja konvensional ke 
sistemi elektronik,i pelayanani notarisi jugai sedangi bergeseri mengarahi kei pelayanani 

berbasisi elektroniki yaitui sepertii cyberi notary.3i  

Konsepi mengenaii cyberi notaryi termuati didalami ketentuani Undang-Undangi Nomori 2i 

tahuni 2014i tentangi perubahani UUi Nomori 30i Tahuni 2004i tentangi Jabatani Notarisi (yangi 

selanjutnyai disingkati UUJN).i Dalami Undang-Undangi tersebuti menjelaskani bahwai 

 
1 Pramudyo, Eri, Ranti Fauza Mayana, dan Tasya Safiranita Ramli. “Tinjauan Yuridis Penerapan 

Cyber Notary Berdasarkan Perspektif UU ITE dan UUJN.” Jurnal Indonesia Sosial Sains 2, No. 8 
(2021): 1239-1258. 

2 Theixar, Regina Natalie, dan Ni Ketut Supasti Dharmawan. “Tanggung Jawab Notaris Dalam 
Menjaga Keamanan Digitalisasi Akta.” Acta Comitas: Jurnal Hukum Kenotariatan 6, No. 1 (2021): 
1-15. 

3iIrawan,i Ade,i M.i Ryani Bakry,i dani Frengkii Hardian.i “Eksistensii Aspeki Teknologii Dalami 
Pembuatani Aktai Autentiki Secarai Elektroniki Padai Pengaturani Jabatani Notarisi Dii Erai 
Industrii 5.0.”i COMSERVA:i Jurnali Penelitiani dani Pengabdiani Masyarakati 2,i No.i 8i (2022):i 
1501-1521. 
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kewenangani notarisi jugai terkaiti sertifikasii transaksii yangi dilakukani secarai elektroniki 

(Cyberi Notary).4i  

Menjagai keamanani dani kerahasiaani datai aktai sudahi seharusnyai dilakukani olehi Notarisi 

selakui pengembani kewajibani untuki merahasiakani segalai sesuatui mengenaii aktai yangi 

dibuatnya.i Hali inii menimbulkani pertanyaani mengenaii sejauhi manai tanggungi jawabi 

hukumi seorangi notarisi jikai terjadii kebocorani datai aktai melaluii sistemi elektroniki yangi 

digunakannya.i Kewajibani untuki merahasiakani segalai sesuatui yangi tertulisi dii dalami 

aktai maupuni segakai keterangani yangi diperolehi notarisi darii parai pihaki bukani hanyai 

untuki melindungii kepentingani parai pihak,i melainkani jugai untuki kepentingani notarisi 

dimanai iai harusi menjagai kepercayaani masyarakati terhadapi jabatani notaris. 5
i Dalami 

perspektifi hukumi perdatai dani hukumi bisnis,i kebocorani datai bisai berdampaki padai 

kerugiani material,i pembatalani perjanjian,i ataui bahkani gugatani wanprestasi.i 

Berdasarkani analisii penulis,i dilihati dalami Pasali 15i Ayati 3i UUJNi dijelaskani bahwai 

notarisi memilikii kewenangani dalami membuati aktai secarai digital,i namuni ketentuani 

lebihi lanjuti dani spesifiki sepertii prosesi pelaksanaan,i batasani tanggungi jawab,i dani sanksii 

yangi akani diberikani kepadai notarisi apabilai adai kelalaiani kebocorani datai masihi belumi 

diaturi secarai tegasi sehinggai menimbulkani kekaburani normai dalami penerapannya,i baiki 

dalami UUJN,i kodei etiki notaris,i ataupuni Peraturani Pemerintahi lainnya.i  

Sedangkan,i jikai dilihati dalami Pasali 15i Undang-Undangi Nomori 11i Tahuni 2008i tentangi 

Informasii dani Transaksii Elektroniki (yangi selanjutnyai disingkati UUi ITE)i memangi telahi 

dijelaskani bahwai apabilai adai kebocorani data,i makai penyelenggarai sistemi elektroniki 

yaitui dalami hali inii adalahi notarisi wajibi bertanggungi jawabi atasi kelalaiannya.i Namuni 

dalami aturani inii jugai belumi diaturi secarai gamblangi jenisi tanggungi jawabi ataui sanksii 

sepertii apai yangi harusi dikenakani atasi kelalaiannyai dalami menjalankani kewenangan.i 

Jikai dilihati darii Peraturani Pemerintahi Nomori 71i Tahuni 2019i khususnyai padai Pasali 58,i 

telahi dijelaskani bahwai tanggungi jawabi adai padai penyelenggarai sertifikasii yaitui notarisi 

apabilai terjadii kebocorani datai baiki yangi disengajai ataupuni lalaii sekalipun.i Namuni 

masihi samai sepertii duai aturani sebelumnya,i dalami aturani inii masihi belumi diaturi secarai 

jelasi sepertii apai tanggungi jawabi yangi harusi dilakukani notarisi atasi kelalaiannya.i Olehi 

karenai itu,i pentingi untuki meninjaui aspeki tanggungi jawabi notarisi darii sisii perundang-
undangani yangi berlaku,i sepertii UUJN,i Undang-Undangi Perlindungani Datai Pribadi,i 

sertai ketentuani hukumi perikatani dalami Kitabi Undang-Undangi Hukumi Perdatai 

(selanjutnyai disebuti KUHPerdata). 

Notarisi yangi dimintakani pertanggungi jawabani harusi dipastikani apakahi notarisi 

tersebuti dengani sengajai melakukani perbuatani yangi merugikani pihaki laini ataui karenai 

lalaii dalami menjalankani tanggungi jawabnya.i Kelalaiani menuruti hukumi pidanai 

diartikani sebagaii tindakani yangi kurangi melakukani tindakani pencegahani ataui kurangi 

 
4iChastra,i Denyi Fernaldi.i “Kepastiani Hukumi Cyberi Notaryi Dalami Kaidahi Pembuatani 

Aktai Autentiki Olehi Notarisi Berdasarkani Undang-Undangi Jabatani Notaris.”i Indonesiani 
Notaryi 3,i No.2i (2021):i 248-267 

5 Mipon,i Intani Permata,i dani Mohamadi Fajrii Mekkai Putra.i “Penyelenggaraani Pelindungani 
Datai Pribadii olehi Notarisi berdasarkani Undang-Undangi Nomori 27i Tahuni 2022i tentangi 
Pelindungani Datai Pribadi.”i Jurnali Hukumi &i Pembangunani 53,i No.3i (2023):i 479i -i 492 
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berhati-hati. 6
i Menuruti hukumi perdata,i kelalaiani merupakani suatui tindakani yangi 

dilakukani seseorangi yangi menyebabkani kerugiani padai orangi laini dani mengharuskani 

orangi tersebuti untuki mempertanggungi jawabkani perbuatannyai ataui menggantii 

kerugiani pihaki yangi dirugikan.i Timbulnyai kerugiani menjadii salahi satui unsuri akibati 

hukumi yangi munculi darii kelalaiani notarisi tersebut,i selaini itui kesalahani darii notarisi 

tersebuti jugai menjadii unsuri selanjutnyai dalami kelalaiani yangi perlui dipertanggngi 

jawabkan.7i  

Mengacui padai permasalahani ketidakjelasani pengaturani mengenaii tanggungi jawabi 

notarisi atasi kelalaiannyai menyebabkani kebocorani datai aktai elektronik sebagaimana 
termaktub pada Pasali 15i Undang-Undangi Nomori 11i Tahuni 2008i tentangi Informasii dani 

Transaksii Elektroniki,i makai penulisi tertariki mengkajii bentuki tanggungi jawabi notarisi 

terhadapi kelalaiani kebocorani datai elektronik,i baiki darii sisii preventifi maupuni represif,i 

sertai memberikani analisisi hukumi terhadapi perlindungani bagii parai pihaki yangi 

dirugikani kei dalami proposali penelitiani tesisi ini. 

Jurnali ilmiahi inii mengangkati 2i (dua)i permasalahani yangi akani menjadii pokoki 

pembahasani yakni:i 1)i Bagaimanai perlindungani hukumi bagii pihaki yangi dirugikani 

akibati kelalaiani notarisi dalami hali kebocorani datai aktai elektroniki dii sistemi cyber?i 2)i 

Bagaimanai bentuki tanggungi jawabi hukumi seorangi notarisi terhadapi kelalaiani 

kebocorani datai aktai elektroniki melaluii sistemi cyber?. Jurnali ilmiahi inii memilikii tujuani 

penelitiani yaknii untuki mengetahuii dani menganalisisi mengenaii “Bentuki Tanggungi 

Jawabi Hukumi Notarisi Terhadapi Kelalaiani Kebocorani Datai Aktai Elektroniki Dii Sistemi 

Cyber” 

Penelitiani inii menggunakani statei ofi arti sebagaii pembandingi dengani memperlihatkani 

penelitiani sebelumnyai yangi membahasi penelitiani serupa,i sehinggai penelitiani inii 

memilikii suatui kebaharuani hukumi dalami pembahasannya.i Adapuni statei ofi arti yangi 

digunakani adalah:i 1)i Mislainii dani Habibi Adjiei padai jurnali Unesi Lawi Reviewi padai 

Volumei 6,i Nomori 2,i Desemberi 2023i dengani juduli “Tanggungi Jawabi Notarisi dalami 

Pengamanani Datai Pribadii dalami Perjanjiani Notariili Padai Erai Digital” 8 ,i 2)i Katarinai 

Arindai Siscai padai jurnali Ilmiahi Hukumi Kenotariatani Repertoriumi padai Volumei 1,i 

Nomori 1,i Aprili 2024i dengani juduli “Penegakani Hukumi Notarisi Yangi Menggunakani 

Datai Pribadii Orangi Laini Dalami Akta:i Perspektifi Perlindungani Data”. 9  Perbedaan 
dengan jurnal ilmiah ini adalah penelitian ini mengangkat permasalahan yakni 
mengenai perlindungani hukumi bagii pihaki yangi dirugikani akibati kelalaiani notarisi 

dalami hali kebocorani datai aktai elektroniki dii sistemi cyber dan bentuki tanggungi jawabi 

hukumi seorangi notarisi terhadapi kelalaiani kebocorani datai aktai elektroniki melaluii 

 
6i Leba,i Nikanort.i “Pertanggungjawabani Hukumi Kelalaiani Pengemudii Perusahaani Dalami 

Kecelakaani Lalui Lintasi Yangi Mengakibatkani Kematian.”i Lexi Administratumi 11,i No.1i 
(2023):i 1-11 

7i Siregar,i Mariai Magdalena,i Aarcei Tehupeiory,i dani L.i Ellyi AMi Pandiangan.i “Analisisi 
Hukumi Kelalaiani Pembuatani Aktai Wasiati Olehi Notaris.”i Jurnali Hukumi To-Ra:i Hukumi 
Untuki Mengaturi dani Melindungii Masyarakati 9,i No.1i (2023):i 185-201. 

8 Mislaini dan Habib Adjie. “Tanggung Jawab Notaris dalam Pengamanan Data Pribadi dalam 
Perjanjian Notariil Pada Era Digital”. Unes Law Review 6, No. 2 (2023): 7481-7490. 

9 Sisca, Katarina Arinda. "Penegakan Hukum Notaris Yang Menggunakan Data Pribadi Orang 
Lain Dalam Akta: Perspektif Perlindungan Data." Repertorium: Jurnal Ilmiah Hukum 

Kenotariatan 13, No.1 (2024): 95-103. 
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sistemi cyber, sehingga jurnal ilmiah ini memiliki nilai kebaharuan dalam dunia 
penelitian hukum dan tidak memiliki unsur plagiat dalam pembuatannya. 

 

2. Metode Penelitian 

Kajiani inii mengaplikasikani metodei secarai normatif.i Menuruti Soerjonoi Soekanto,i 

penelitiani normatifi merupakani penelitiani yangi mengkajii asas-asasi hukum,i sejarahi 

hukum,i sistematiki hukum,i dani jugai perbandingani hukum.10
i Kajiani normatifi ataui secarai 

umumi jugai dikenali sebagaii kajiani yuridisi normatifi dipahamii sebagaii suatui penelitiani 

yangi berkaitani terkaiti padai asas-asas,i terkaiti jugai padai sistematika,i terkaiti padai sejarah,i 

sertai berkaitani jugai padai tarafi sinkronisasii hukumi sertai perbandingani yangi berkaitani 

dengani hukum.i Isui hukumi padai penelitiani inii adalahi mengkajii dani menganalisai 

prinsipi dani asas-asasi hukumi mengenaii tanggungi jawabi hukumi seorangi notaris.i Dalami 

UUJNi sudahi diaturi apai sajai tanggungi jawabi seorangi notarisi dalami menjlankani 

tugasnya,i namuni penelitiani inii akani berfokusi padai tanggungi jawabi pejabati notarisi 

dalami bidangi perdatai yangi lalaii dalami membuati aktai autentiki sehinggai terjadii 

kebocorani datai aktai elektroniki dalami sistemi cyber. 

 

3.      Hasil dan Pembahasan 

3.1  Perlindungan Hukum Bagi Pihak Yang Dirugikan Akibat Kelalaian Notaris 
Dalam Hal Kebocoran Data Akta Elektronik Di Sistem Cyber 

Haki privasii wargai negarai Indonesiai beradai padai posisii yangi rentani terhadapi potensii 

eksploitasii yangi dapati mengakibatkani kerugiani substantifi bagii masyarakat.i 

Pelanggarani terhadapi haki fundamentali inii tidaki hanyai diakibatkani olehi insideni 

kebocorani datai (datai breach),i melainkani jugai berakari padai praktiki pemrosesani datai 

pribadii yangi tidaki akuntabeli dani tidaki bertanggungi jawab.i Fenomenai inii terwujudi 

secarai nyatai dalami penggunaani datai individui untuki aktivitasi komersiali ataui 

perdagangani tanpai adanyai landasani hukumi yangi sahi ataui persetujuani eksplisiti darii 

subjeki data.i Dengani demikian,i isui perlindungani datai pribadii telahi bertransformasii 

menjadii prioritasi krusiali yangi memerlukani atensii serius,i khususnyai mengingati 

peningkatani adopsii platformi digitali yangi massif,i olehi karenai itui penjaminani keamanani 

datai pribadii merupakani imperatifi mendesaki gunai memeliharai integritasi hak-haki 

individui dani menjagai stabilitasi digitali publik.11 

 
10 Laksana,i Anaki Agungi Ngurahi Mahendrai Wahyu,i dani Kadeki Juliai Mahadewi.i 

“Legitimasii Hukumi yangi Taki Terbantahkan:i Kekuatani Pembuktiani Aktai Dibawahi 
Tangani yangi Telahi Disahkani olehi Notaris.”i Jurnali Kewarganegaraani 7,i No.1i (2023):i 466-
471. 

11 Dharmawan,i Nii Ketuti Supasti,i Desaki Putui Dewii Kasih,i dani Derisi Stiawan.i “Personali 
Datai Protectioni andi Liabilityi ofi Interneti Servicei Provider:i Ai Comparativei Approach.”i 
Internationali Journali ofi Electricali andi Computeri Engineeringi (IJECE)i 9,i No.4i (2019):i 3175-
3184. 
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Tanggungi jawabi Notarisi dalami menjamini keamanani aktai digitali secarai spesifiki 

mencakupi kerugiani akibati hilangnyai ataui rusaknyai protokoli yangi tersimpani secarai 

elektronik,i sekaligusi kewajibani menjagai kerahasiaani aktai tersebut.i Meskipuni demikian,i 

regulasii undang-undangi yangi adai disinyaliri masihi mengandungi kelemahani strukturali 

yangi berimplikasii padai belumi terjaminnyai kepastiani dani perlindungani hukumi yangi 

komprehensif,i khususnyai terkaiti keamanani datai pribadii parai pihaki dalami 

implementasii cyberi notary.i Mengingati sifati aktai Notarisi yangi mewajibkani penyertaani 

datai pribadi/identitasi parai penghadap,i peranani pihaki yangi menyimpani datai dalami hali 

inii Notarisi sebagaii pemegangi protokol menjadii esensiali gunai meminimalisasii risikoi 

kejahatani dii duniai siber.12 

Datai pribadii yangi tersimpani merupakani aseti yangi rentani dieksploitasi,i seringkalii 

menjadii komoditasi perdagangani ilegali olehi pelakui kejahatani siber,i bahkani melibatkani 

oknumi Notarisi yangi mengabaikani integritasi dani tanggungi jawabi jabatani mereka.i 

Meskipuni demikian,i Notarisi memilikii kewajibani mutlaki untuki merahasiakani aktai 

besertai seluruhi isinyai sesuaii dengani ketentuani yangi termaktubi dalami UUJN.i 

Pelanggarani terhadapi kewajibani kerahasiaani inii dapati memicui konsekuensii hukumi 

yangi tegas,i sebagaimanai diaturi dalami Pasali 16i ayati (11)i UUJN,i berupai sanksii 

administrasii sepertii peringatani tertulis,i pemberhentiani sementarai dengani batasi waktu,i 

hinggai pemberhentiani secarai hormati ataui tidaki hormat.i Lebihi lanjut,i selaini sanksii 

administrasii tersebut,i Pasali 16i ayati (12)i UUJNi jugai menggariskani adanyai sanksii perdatai 

berupai kewajibani gantii rugii yangi dapati diajukani olehi pihaki penghadapi kepadai Notarisi 

atasi kerugiani yangi dideritai akibati pelanggarani tersebut.13 

Kecanggihani teknologii komputasi,i dii sampingi menawarkani aspeki positif,i jugai 

menghadirkani risikoi negatifi berupai gangguani digital,i utamanyai dalami bentuki virusi 

komputer,i yangi didefinisikani sebagaii programi ilegali yangi menyusupi dani menyebari 

melaluii jaringani dengani potensii merusaki sistem.i Implikasii darii gangguani digitali inii 

adalahi kerusakan,i bahkani hilangnya,i berkasi digitali ataui datai yangi terkandungi dii 

dalamnya.i Apabilai belumi terdapati kebijakani resmii mengenaii penyimpanani minutai 

aktai secarai digital,i serangani virusi secarai langsungi akani berdampaki buruki padai drafi 

aktai yangi telahi dirancang.i Notarisi memilikii perani preventifi krusial,i yaitui dengani 

menginstali perangkati lunaki anti-virusi padai seluruhi perangkati kerjai yangi digunakani 

untuki merancangi akta,i sertai menjalankani kewajibani ketelitiani dengani membacakani isii 

aktai secarai saksamai sebelumi penandatanganan,i sesuaii mandati yangi tercantumi dalami 

Pasali 16i hurufi (m)i UUJN.14 

Gunai menyikapii isui keamanani dalami penyimpanani dokumeni cyberi notary,i Americani 

Bari Associationi (ABA)i telahi mengadopsii solusii teknisi melaluii penerapani sistemi 

kriptografii dani Publici Keyi Infrastructurei (PKI).i Sistemi inii dianggapi memilikii kapabilitasi 

untuki mengamankani pesani elektroniki dani mengautentikasii identitasi parai pihaki 

melaluii kriptografi,i sementarai PKIi secarai spesifiki memfasilitasii penggunaani tandai 

tangani digital.i Secarai esensial,i cyberi notaryi menuruti ABAi dimaknaii sebagaii suatui 

konsepi pemanfaatani kemajuani teknologii olehi Notarisi dalami menjalankani kewenangani 

jabatannya,i meliputii digitalisasii dokumen,i penandatanganani aktai secarai elektronik,i 

 
12i Ibid.,i h.i 2175 
13i Ibid.,i h.i 2176 
14i Theixar,i Reginai Natalie,i dani Nii Ketuti Supastii Dharmawan.i Op.cit.i  
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sertai pelaksanaani proseduri sepertii Rapati Umumi Pemegangi Sahami (RUPS)i melaluii 

telekonferensi.i Sejalani dengani itu,i peraturani dii Indonesiai mewajibkani perlindungani 

data,i dii manai Pasali 40i ayati (2)i UUi ITEi menekankani bahwai penyidikani berbasisi 

teknologii informasii harusi menjamini perlindungani kerahasiaan,i privasi,i dani keutuhani 

data,i sertai kelancarani pelayanani publik.i Lebihi lanjut,i datai pribadii didefinisikani dalami 

Pasali 1i angkai (22)i Undang-undangi Nomori 24i Tahuni 2013i tentangi Perubahani atasi 

Undang-Undangi Nomori 23i Tahuni 2006i tentangi Administrasii Kependudukani 

(selanjutnyai disebuti UUi Administrasii Kependudukan)i sebagaii datai perseorangani 

tertentui yangi wajibi disimpan,i dirawat,i dijagai kebenaran,i dani dilindungii 

kerahasiaannyai olehi negara,i meskipuni penyelenggarai instansii pelaksanai jugai diberikani 

haki aksesi terhadapi datai kependudukani tersebut.15 

Upayai mitigasii risikoi penyalahgunaani wewenangi dii luari batasi wilayahi jabatani Notaris,i 

dipandangi perlui adanyai regulasii yangi mewajibkani perangkati komputasii yangi 

digunakani olehi Notarisi untuki menginformasikani ataui mendaftarkani IPi address-nyai 

kepadai Kementeriani Hukumi dani Haki Asasii Manusia.i Selaini itu,i setiapi aktai elektroniki 

yangi diterbitkani hendaknyai mencantumkani IPi addressi tersebuti sebagaii metadata.i 

Implementasii mekanismei inii akani memfasilitasii pihaki yangi berwenangi untuki 

melaksanakani pemeriksaani dani auditi secarai efektifi terkaiti praktiki cyberi notaryi yangi 

dijalankani olehi Notaris,i sehinggai dapati diverifikasii apakahi tindakani yangi dilakukani 

telahi sesuaii dengani batasani yurisdiksii ataui wilayahi jabatani yangi telahi ditetapkan.16 

Mengacui padai permasalahani ketidakjelasani pengaturani mengenaii tanggungi jawabi 

notarisi atasi kelalaiannyai menyebabkani kebocorani datai aktai elektronik,i makai penulisi 

tertariki mengkajii perlindungan hukum notarisi terhadapi kelalaiani kebocorani datai 

elektronik. Berdasarkan teori perlindungan hukum menurut wahyu sasongko dari 
Universitas Lampung menjelaskan bahwa perlindungan hukum itu terdiri dari 
perlindungan hukum preventifi dan perlindungan hukum represif, yang 
keseluruhannya bermuara pada perlindungan hukum terhadap warga masyarakatnya 
karena itu perlindungan hukum tersebut akan melahirkan pengakuan dan 
perlindungan hak asasi manusia dalam wujudnya sebagai makhluk individu dan 
makhluk social dalam wadah negara kesatuan yang menjunjung tinggi semangat 
kekeluargaan demi mencapai kesejahteraan bersama. 17  Permasalahan perlindungan 
hukum ini dapati dikajii menggunakani teorii penafsirani hukumi sistematis.  

Berdasarkan teori Penafsiran hukum dikenal salah satunya yakni  Penafsirani hukumi 

sistematisi (systematischei interpretative. Teori Penafsiran hukum Sistematisi adalahi metodei 

penafsirani yangi melihati suatui ketentuani hukumi tidaki berdirii sendiri,i melainkani 

 
15i Wijayanti,i Adindai Ari,i dani I.i Gustii Ketuti Ariawan.i “Upayai Perlindungani Terhadapi 

Identitasi Parai Pihaki Dalami Praktiki Cyberi Notary.”i Actai Comitas:i Jurnali Hukumi 
Kenotariatani 6,i No.03i (2021):i 679-695. 

16 i Najib,i Ainun.i “Perlindungani Hukumi Keamanani Datai Cyberi Notaryi Berdasarkani 
Undang-Undangi Perlindungani Datai Pribadi.”i Actai Diurnali Jurnali Ilmui Hukumi 
Kenotariatani 7,i No.i 1i (2023):i 43-59. 

17 Imanullah, Mochammad Najib. “Perlindungan hukum preventif dan represif bagi pengguna 
uang elektronik dalam melakukan transaksi tol nontunai.” Jurnal Privat Law 9, No. 1 (2021): 
218-226. 
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sebagaii bagiani yangi terintegrasii darii keseluruhani sistemi perundang-undangan. 18
i 

Undang-Undangi yangi dapati menyelesaikani permasalahani tersebuti yaknii adalahi UUi 

ITEi dani Undang-Undangi Nomori 27i Tahuni 2022i tentangi Perlindungani Datai Pribadii 

(selanjutnyai disebuti sebagaii UUi PDP). 

Perlindungani hukumi bagii Notarisi selakui pengendalii datai pribadii ketikai terjadii 

kelalaiani darii pihaki Notarisi dalami cyberi notaryi diaturi dalami Pasali 46i UUi PDPi yangi 

menyebutkan:i “(1)i Dalami hali terjadii kegagalani Perlindungani Datai Pribadi,i Pengendalii 

Datai Pribadii wajibi menyampaikani i pemberitahuani secarai tertulisi palingi lambati 3i xi 24i 

(tigai kalii duai puluhi empat)i jami kepada:i a.i Subyeki i Datai Pribadii dani b.i Lembaga.i (2)i 

Pemberitahuani tertulisi sebagaimanai dimaksudi padai ayati (1)i i minimali memuat:i a.i Datai 

Pribadii yangi terungkap;i b.i Kapani dani bagaimanai Datai Pribadii terungkap;i i c.i Upayai 

penanganani dani pemulihani atasi terungkapnyai Datai Pribadii olehi Pengendalii Datai 

Pribadi.i i (3)i Dalami hali tertentu,i Pengendalii Datai Pribadii wajibi memberitahukani kepadai 

masyarakati mengenaii kegagalani Perlindungani Datai Pribadi.” 

Kegagalani Perlindungani Datai Pribadii (PDP)i didefinisikani secarai komprehensifi 

mencakupi kompromii terhadapi aspeki kerahasiaan,i integritas,i dani ketersediaani Datai 

Pribadi,i termasuki pelanggarani keamanan,i baiki yangi disengajai maupuni tidak,i yangi 

berujungi padai perusakan,i kehilangan,i perubahan,i pengungkapan,i ataui aksesi yangi 

tidaki sahi terhadapi Datai Pribadii yangi sedangi dikirim,i disimpan,i ataui diproses.i Seluruhi 

bentuki kegagalani perlindungani inii berpotensii menimpai Notarisi saati menjalankani 

kewenangani dalami pembuatani aktai cyberi notary.i Olehi karenai itu,i Notarisi wajibi 

memikuli tanggungi jawabi penuhi atasi terjadinyai kegagalani dalami Perlindungani Datai 

Pribadi,i sesuaii dengani ketentuani yangi termaktubi dalami Pasali 47i UUi PDP. 

3.2 Bentuk Tanggung Jawab Hukum Seorang Notaris Terhadap Kelalaian 
Kebocoran Data Akta Elektronik Melalui Sistem Cyber 

Diskursusi mengenaii perlindungani informasi,i istilahi informasii personali dani datai 

individui menjadii rujukani utama,i seiringi dengani meningkatnyai urgensii untuki 

memastikani keamanani datai pribadii dii Indonesia.i Sebagaii responsi terhadapi kebutuhani 

ini,i institusii legislatif,i yaknii Dewani Perwakilani Rakyati Republiki Indonesiai (DPRi RI),i 

telahi merampungkani pengesahani Rancangani Undang-Undangi Perlindungani Datai 

Pribadii (RUUi PDP)i menjadii peraturani yangi mengikat.i Pengesahani inii disepakatii dalami 

Rapati Paripurnai padai harii Selasa,i 20i Septemberi 2022,i dani kinii secarai resmii 

diundangkani sebagaii Undang-Undangi Nomori 27i Tahuni 2022i tentangi Perlindungani 

Datai Pribadii (UUi PDP).i Penetapani Undang-Undangi inii menandaii langkahi signifikani 

dani progresifi dalami mengatasii tantangani regulasii sebelumnya,i dii manai perlindungani 

datai pribadii masihi tersebari dani tidaki terkonsolidasii dalami berbagaii regulasii sektoral.19 

Kejahatani siberi (cyberi crime)i mencakupi serangkaiani aktivitasi kriminali yangi dilakukani 

melaluii sistemi dani jaringani komputer,i sepertii peretasani (hacking),i penyebarani malwarei 

 
18i Safaat,i Ahmadi M.S.,i Penemuani Hukumi Dani Berbagaii Metodei Interpretasii Ataui Penafsirani 

Hukum,i Jakarta:i Pusati Pengkajiani Kebijakani Hukumi dani Haki Asasii Manusiai 
(PPKHHAM),i 2015,i h.i 73 

19ii Indarta,ii Yose.ii Cyberii Law:ii Dimensiii Hukumii dalamii Eraii Digital.ii Jakarta:ii Pustakaii 
Galeriii Mandiri,ii 2025.ii h.ii 90 
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(termasuki virus),i pencuriani identitasi (identityi theft),i eksfiltrasii data,i pelecehani digitali 

(cyberi harassment),i hinggai skimming.i Kemudahani aksesi saati ini,i dii manai hampiri seluruhi 

datai pribadii individui telahi tersimpani secarai daring,i menjadikani praktiki pencuriani datai 

sebagaii ancamani yangi kiani mudahi direalisasikan.i Secarai substansial,i tindakani ilegali 

mengambili datai pribadii inii merupakani perbuatani yangi dikategorikani melawani hukum.i 

Meskipuni kerangkai hukumi siberi (cyberi law)i yangi berdirii sendirii masihi dalami 

pengembangan,i beberapai regulasi,i khususnyai UUi ITEi telahi memberikani landasani 

hukum.i UUi ITEi secarai eksplisiti menyatakani bahwai setiapi pelanggari ketentuani Pasali 26i 

dapati menghadapii tuntutani gantii rugii atasi kerugiani yangi ditimbulkani olehi 

perbuatannya. 

Kemajuani pesati dii bidangi teknologii dani informasii telahi memberikani kemudahan,i 

namuni secarai bersamaan,i jugai memfasilitasii pelaksanaani berbagaii tindaki kejahatani 

siberi secarai lebihi efektifi dani efisien.i Situasii inii menciptakani kerentanani signifikan,i 

khususnyai dalami sektori pengelolaani datai dani informasi,i yangi menuntuti adanyai 

perlindungani datai pribadii yangi kuat.i Perkembangani teknologii informasii dani 

komunikasii (TIK)i secarai inhereni telahi mengikisi batas-batasi privasi,i membuati 

penyebarani berbagaii data-datai pribadii menjadii semakini taki terhindarkan.i Akibatnya,i 

isui perlindungani datai pribadii kinii menjadii perhatiani yangi sangati serius,i mengingati 

potensii risikoi kebocorani datai yangi ditimbulkani olehi penyebarannya.i Jenisi datai sensitifi 

sepertii Nomori Induki Kependudukani (NIK),i namai lengkap,i alamati email,i hinggai nomori 

teleponi seluler,i saati inii dianggapi sangati berhargai karenai memilikii nilaii juali tinggii dii 

pasari gelap. 

Konsepi Notarisi Siberi (Cyberi Notary)i menunjukkani implementasii nyatai darii prinsipi 

kemanfaatani dani efisiensii dalami menjalankani profesii Notaris.i Sistemi inii memfasilitasii 

sertifikasii digital,i yangi secarai signifikani menyederhanakani praktiki kenotariatan.i 

Adopsii praktiki digitali inii menuntuti dokumen-dokumeni publiki tersediai dalami formati 

elektronik,i termasuki perlunyai tandai tangani elektroniki olehi Notaris.i Secarai 

konvensional,i Notarisi mengandalkani dokumeni fisiki sepertii KTP,i SIM,i ataui Paspori 

untuki verifikasii identitasi parai pihaki yangi hadiri (penghadap).i Namun,i dengani adanyai 

konsepi Notarisi Siber,i mediai pengenalannyai beralihi menggunakani Identitasi Elektroniki 

(Electronici Identityi ataui e-ID).i e-IDi inii merupakani perwujudani darii pemerintahani 

elektroniki (e-government)i yangi bertujuani meningkatkani layanani publiki melaluii 

pemanfaatani teknologii informasi.i Mengingati sifati identitasi yangi rahasiai dani sangati 

sensitif,i terdapati risikoi besari datai tersebuti diaksesi olehi pihaki yangi tidaki berhak,i 

terutamai olehi pelakui kejahatani siberi yangi tidaki bertanggungi jawab.i Olehi karenai itu,i 

perlindungani rekamani biometriki yangi terkaiti dengani datai pribadii menjadii keharusani 

fundamentali bagii pemiliki datai yangi sah.20 

Perlindungani hukumi secarai spesifiki ditujukani kepadai identitasi pihak-pihaki yangi 

terlibati dalami prosesi kenotariatani digital.i Sebelumi mendalamii konsepi Identitasi 

Elektroniki (e-ID),i pentingi untuki memahamii bahwai identitasi padai dasarnyai adalahi cirii 

khasi yangi digunakani untuki membedakani seseorangi dengani individui lainnya.i 

Sementarai itu,i e-IDi diartikani sebagaii pengenali dirii yangi diwujudkani ataui dimediasii 

 
20ii Rebeka,ii Sintya.ii “Perkembanganii Peranii Notarisii Diii Eraii Digital:ii Analisisii Peluangii 

Danii Tantanganii Pascaii UUii No.ii 1ii Tahunii 2024.”ii Nusantara:ii Jurnalii Ilmuii Pengetahuanii 

Sosialii 12,ii No.6ii (2025):ii 2673-2684. 
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olehi teknologii elektronik,i yangi umumnyai menyimpani data-datai pribadii dalami formati 

kartui pintari (smarti card).i Kebutuhani akani datai pribadii dii erai digitali saati inii menjadii 

krusial,i terutamai untuki menangkali kejahatani siberi yangi semakini marak.i Dii antarai 

berbagaii gangguani digital,i peretasani (hacking)i terhadapi perangkati komputeri 

merupakani ancamani yangi palingi berbahaya.i Peretasani didefinisikani sebagaii upayai 

modifikasi,i aksesi paksa,i ataui penerobosani kei dalami sistemi ataui jaringani komputeri yangi 

dilakukani untuki kepentingani pribadii ataui kelompoki tertentu.i Jikai perangkati komputeri 

Notarisi yangi menyimpani drafi aktai berhasili diretas,i dampaki buruki yangi dapati terjadii 

meliputi: 
1. Penyalahgunaani informasii pribadii parai pihaki ataui objeki perjanjian. 
2. Pelanggarani terhadapi kerahasiaani aktai notaris. 
3. Manipulasii datai yangi dapati merugikani Notarisi dani pihak-pihaki yangi terkait.21 

Berdasarkan Hans Kelsen (Teori Hukum Murni) yang menyatakan bahwa tanggung 
jawab hukum berkaitan erat dengan kewajiban hukum. Seseorang bertanggung jawab 
secara hukum atas suatu perbuatan jika ia dapat dikenakan sanksi apabila perbuatannya 
bertentangan dengan norma hukum, tidak terkecuali seorang yang berprofesi sebagai 
notaris.22 

Regulasii terkaiti tindakani peretasan,i yangi dikategorikani sebagaii kejahatani siberi (cyberi 

crime),i termuati dalami UUi ITE.i Dalami konteksi hukum,i peretasani merujuki padai Aksesi 

Ilegali kei sistemi elektronik.i Pasali 30i UUi ITEi mengaturi kualifikasii perbuatani yangi dapati 

dipidana,i yangi secarai esensiali mencakup: 

“(1)i Setiapi Orangi dengani sengajai dani tanpai haki ataui melawani hukumi 

mengaksesi Komputeri dan/ataui Sistemi Elektroniki miliki Orangi laini dengani carai 

apai pun.i (2)i Setiapi Orangi dengani sengajai dani tanpai haki ataui melawani hukumi 

mengaksesi Komputeri dan/ataui Sistemi Elektroniki dengani carai apai puni dengani 

tujuani untuki memperolehi Informasii Elektroniki dan/ataui Dokumeni Elektronik.i 

(3)i Setiapi Orangi dengani sengajai dani tanpai haki ataui melawani hukumi mengaksesi 

Komputeri dan/ataui Sistemi Elektroniki dengani carai apai puni dengani melanggar,i 

menerobos,i melampaui,i ataui menjeboli sistemi pengamanan.”i Ancamani terhadapi 

pelanggarani dii atasi dimuati dalami Pasali 46i UUITE:i “(1)i Setiapi Orangi yangi 

memenuhii unsuri sebagaimanai dimaksudi dalami Pasali 30i ayati (1)i dipidanai 

dengani pidanai penjarai palingi lamai 6i (enam)i tahuni dan/ataui dendai palingi 

banyaki Rp600.000.000,00i (enami ratusi jutai rupiah).i (2)i Setiapi Orangi yangi 

memenuhii unsuri sebagaimanai dimaksudi dalami Pasali 30i ayati (2)i dipidanai 

dengani pidanai penjarai palingi lamai 7i (tujuh)i tahuni dan/ataui dendai palingi 

banyaki Rp700.000.000,00i (tujuhi ratusi jutai rupiah).i (3)i Setiapi Orangi yangi 

memenuhii unsuri sebagaimanai dimaksudi dalami Pasali 30i ayati (3)i dipidanai 

dengani pidanai penjarai palingi lamai 8i (delapan)i tahuni dan/ataui dendai palingi 

banyaki Rp800.000.000,00i (delapani ratusi jutai rupiah).” 

 
21 Mislaini,ii Mislaini,ii danii Habibii Adjie.ii “Tanggungii Jawabii Notarisii dalamii 

Pengamananii Dataii Pribadiii dalamii Perjanjianii Notariilii Padaii Eraii Digital.”ii UNESii 
Lawii Reviewii 6,ii No.2ii (2023):ii 7481-7490. 

22 Fazriah, Dina. “Tanggung Jawab Atas Terjadinya Wanprestasi Yang Dilakukan Oleh Debitur 
Pada Saat Pelaksanaan Perjanjian.” Das Sollen: Jurnal Kajian Kontemporer Hukum Dan Masyarakat 
1, No. 2 (2023): 1-25. 
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Kerangkai UUi PDP,i seorangi Notarisi diakuii sebagaii Pengendalii Datai Pribadii karenai 

memilikii kewenangani untuki menetapkani secarai langsungi tujuani darii pemrosesani datai 

pribadii yangi diintegrasikani dalami aktai otentik.i Mengacui padai perani krusiali ini,i Notarisi 

bertanggungi jawabi penuhi untuki mengamankani informasii pribadii saati menyusuni dani 

melaksanakani perjanjiani notaris,i sebagaimanai diamanatkani olehi Pasali 35i UUi PDP.i 

Pasali tersebuti menegaskani bahwai Pengendalii Datai Pribadii memilikii kewajibani untuki 

menjagai sertai memastikani keamanani Datai Pribadii yangi diprosesnyai melaluii duai 

tindakani utama.i Pertama,i Notarisi harusi melakukani penyusunani dani implementasii 

langkah-langkahi teknisi dani operasionali yangi efektifi gunai melindungii Datai Pribadii darii 

segalai bentuki pemrosesani yangi bertentangani dengani ketentuani peraturani perundang-
undangan.i Kedua,i Notarisi wajibi menetapkani tingkatani keamanani Datai Pribadii dengani 

mempertimbangkani secarai cermati sifati dani potensii risikoi yangi melekati padai Datai 

Pribadii yangi harusi dilindungii selamai prosesi pemrosesani tersebuti berlangsung.23 

Pengendalii Data,i dalami konteksi inii adalahi Notaris,i bertanggungi jawabi untuki 

memperkuati dani menjagai keamanani Datai Pribadi.i Apabilai Notarisi selakui Pengendalii 

Datai gagali menjamini ataui melindungii Datai Pribadi,i ataui jikai terjadii insideni kebocorani 

ataui kegagalani proteksii Datai Pribadi,i makai kewajibani Pengendalii Datai adalahi 

mengumumkani kepadai publiki mengenaii kejadiani kegagalani tersebut,i sesuaii dengani 

ketentuani Pasali 46i UUi PDPi yangi menentukani bahwa:i (1)i “Dalami hali terjadii kegagalani 

Perlindungani Datai Pribadi,i Pengendalii Datai Pribadii wajibi menyampaikani 

pemberitahuani secarai tertulisi palingi lambati 3i ×i 24i (tigai kalii duai puluhi empat)i jami 

kepada:i Subjeki Datai Pribadi;i dani Lembaga.”i (2)i “Pemberitahuani tertulisi sebagaimanai 

dimaksudi padai ayati (1)i minimali memuat:i Datai Pribadii yangi terungkap;i Kapani dani 

bagaimanai Datai Pribadii terungkap;i dani Upayai penanganani dani pemulihani atasi 

terungkapnyai Datai Pribadii olehi Pegendalii Datai Pribadi.”i (3)”i Dalami hali tertentu,i 

Pengendalii Datai Pribadii wajibi memberitahukani kepadai masyarakati mengenaii 

kegagalani Perlindungani Datai Pribadi.” 

UUi PDPi yangi telahi disahkani olehi Pemerintah,i diharapkani dapati meminimalisiri 

munculnyai pelanggarani ataui penyalahgunaani datai pribadii wargai negarai Indonesiai 

dengani adanyai sanksii yangi telahi diaturi dalami Pasali 67i yangi menyatakani “(1)i Setiapi 

orangi yangi dengani sengajai dani melawani hukumi memperolehi ataui mengumpulkani 

datai pribadii yangi bukani milliknyai dengani maksudi menguntungkani dirii sendirii ataui 

orangi laini yangi dapati mengakibatkani kerugiani subjeki datai dirii pribadii sebagaimanai 

dimaksudi dalami Pasali 65i Ayati (1)i dipidanai dengani pidanai penjarai palingi lamai 5i (lima)i 

tahuni dani ataui pidanai dendai palingi banyaki Rp.i 5.000.000.000.00i (Limai Miliari 

rupiah).(2)i Setiapi orangi yangi dengani sengajai dani melawani hukumi mengungkapkani 

Datai Pribadii yangi bukani miliknyai sebagaimanai dimaksudi dalami Pasali 65i Ayati (2)i 

dipidanai dengani pidanai penjarai palingi lamai 4i (empat)i tahuni dani ataui pidanai dendai 

palingi banyaki Rp.i 4.000.000.000.00i (Empati Miliari rupiah).i (3)i Setiapi orangi yangi dengani 

sengajai dani melawani hukumi menggunakani Datai Pribadii yangi bukani miliknyai 

sebagaimanai dimaksudi dalami Pasali 65i Ayati (3)i dipidanai dengani pidanai penjarai palingi 

lamai 5i (lima)i tahuni dani ataui pidanai dendai palingi banyaki Rp.i 5.000.000.000.00i (Limai 

Miliari rupiah).”i Selanjutnyai disebutkani pulai padai Pasali 68i UUPDPi berkaitani dengani 

 
23 Susanti, Sari, and Sari Sari. “Integrasi Konsep Pelindungan Data Pribadi Pengguna Jasa Notaris 

Berdasarkan Undang Undang Pelindungan Data Pribadi dan Jabatan Notaris.” Innovative: 

Journal Of Social Science Research 4, No.6 (2024): 688-705. 
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Datai Pribadii palsui yaitu:i “Setiapi orangi yangi dengani sengajai membuati Datai Pribadii 

palsui ataui memalsukani Datai Pribadii dengani maksudi untuki menguntungkani dirii 

sendirii ataui orangi laini yangi dapati mengakibatkani kerugiani bagii orangi laini 

sebagaimanai dimaksudi dalami Pasali 66i dipidanai dengani pidanai penjarai palingi lamai 6i 

(enam)i tahuni dani ataui pidanai dendai palingi banyaki Rp.i 6.000.000.000.00i (Enami Miliari 

rupiah).” 

4. Kesimpulan 

Perlindungani hukumi bagii pihaki yangi dirugikani akibati kelalaiani Notarisi dalami hali 

kebocorani datai aktai elektroniki dii sistemi siber.i Perlindungani inii bersumberi darii 

beberapai regulasi,i dii antaranyai adalahi Undang-Undangi Jabatani Notarisi (UUJN)i dani 

Undang-Undangi Perlindungani Datai Pribadii (UUi PDP).i Berdasarkani UUJN,i Notarisi 

wajibi merahasiakani akta,i dani pelanggarani kewajibani kerahasiaani inii dapati 

menimbulkani sanksii administratifi (sepertii peringatani tertulisi hinggai pemberhentian)i 

sesuaii Pasali 16i ayati (11)i UUJN,i sertai sanksii perdatai berupai kewajibani gantii rugii 

terhadapi pihaki yangi dirugikani sesuaii Pasali 16i ayati (12)i UUJN.i Selanjutnya,i sebagaii 

Pengendalii Datai Pribadi,i Notarisi wajibi memikuli tanggungi jawabi penuhi atasi kegagalani 

Perlindungani Datai Pribadii (PDP)i sesuaii Pasali 47i UUi PDP.i Jikai terjadii kegagalani PDP,i 

Notarisi wajibi menyampaikani pemberitahuani tertulisi kepadai Subjeki Datai Pribadii dani 

Lembagai palingi lambati 3×24i jam,i yangi isinyai minimali memuati datai yangi terungkap,i 

waktui terungkap,i sertai upayai penanganani dani pemulihan.i  

Bentuki tanggungi jawabi hukumi seorangi Notarisi terhadapi kelalaiani kebocorani datai aktai 

elektroniki melaluii sistemi siber.i Tanggungi jawabi Notarisi inii mencakupi aspeki perdatai 

dani pidana.i Secarai umum,i Notarisi sebagaii penyelenggarai sistemi elektroniki wajibi 

bertanggungi jawabi atasi kelalaiannyai terhadapi kebocorani data,i meskipuni jenisi 

tanggungi jawabi dani sanksinyai belumi diaturi secarai gamblangi dii aturani sebelumnya.i 

Dalami kerangkai UUi PDP,i Notarisi bertanggungi jawabi untuki melakukani penyusunani 

dani implementasii langkah-langkahi teknisi dani operasionali yangi efektif,i sertai 

menetapkani tingkatani keamanani Datai Pribadi.i Apabilai Notarisi gagali dalami 

melindungii Datai Pribadi,i iai wajibi mengumumkani kegagalani proteksii Datai Pribadii 

kepadai publik,i sesuaii dengani Pasali 46i UUi PDP.i Selaini itu,i UUi PDPi jugai mengaturi 

sanksii pidanai yangi tegas,i dii manai setiapi orangi yangi dengani sengajai dani melawani 

hukumi memperoleh,i mengungkapkan,i ataui menggunakani datai pribadii yangi bukani 

miliknyai dapati dipidanai dengani penjarai palingi lamai 5i tahuni dan/ataui dendai palingi 

banyaki Rp5i Miliar.i Sanksii pidanai yangi lebihi berati jugai dikenakani bagii pembuati ataui 

pemalsui Datai Pribadii dengani maksudi menguntungkani dirii sendirii ataui orangi lain. 
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